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Preface

iDaq is a general purpose data logger capable to acquire, store and analyze data coming from
National Instrument-based test benches and lab tests, cameras and smartphones. Handling
multiple data sources simultaneously and executing multi-tasking performances contribute to
making data acquisition experiences easy and efficient. iDaq is the perfect data logger for non
technical users who want to visualize and store data avoiding hardware configuration details.No
special skills are required iDaq is the easist way to visualize signals and save data in just a few
clicks.

iDaq recognizes acquisition hardware and automatically configures it to exploit its full potential.
Moreover, iDag has an intuitive interface thatsimplifies the management of all the connected
sensors and devices.As a final note, a highlevel system of data processing features completes
the logger, as it allows to perform multiple operations at the same time.

iDag is divided into iDaq Device Manager and iDaq DockDag Device Manager is theapplication
that acquires data from hardware, like DAQmx boards, CompactDAQ, ModBus, Siemens S7 PLC,
Ethernet IP devices.

iDaq Dock is a container of addons.It allows you to launch addons and to arrange them in projects.
An addon is an application that piocesses, stores and visualizes signals and any other type of data
acquired with iDaq Device Manager.

About This Manual

This manual hasbeen written in orderto remove any doubt aboutiDaq Device Managermsage. Use
it to familiarize yourself with iDaq Devce Manager. examples and illustrations will guide you step
by step through its features and applications. It describes user interfaces, features, functions and
application cases. An exhaustive chapter is dedicated to every part of iDaq Device Manager,
followed by a few examples concerning how to use iDaq Device Manager. A basic knowledge of
electrical signal theory is recommended for a correct use of iDaq Device Manager.



Conventions

The following conventions appear in this manual:

Bold

italic

monospace

monospace
italic

The4 symbol leads you through nested menu items and dialog boxsettings to
a final action. The sequenceTools 4 Options directs you to pull down the Tools
menu, selectOptions item.

Bold text denotes items that you must select or click on the software, such as
menu items and dialog box options. Bold text alsodenotes parameter names.

Italic text denotes variables, emphasis, a cross reference, or an introduction to a
key concept. This font also denotes text that is a placeholder for a word or value
that you must supply.

Text in this font denotes text or characters that you should enter from the

keyboard, sections of code, programming examples, and syntax examples. This
font is also used for the proper names of disk drives, paths, directories, programs,
subprograms, subroutines, device names functions, operations, variables,
filenames and extensions, and code excerpts.

Italic text in this font denotes text that is a placeholder for a word or value that
you must supply.
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Requirements

This section contains the list of requirements that users should have before usingand installing
iDaq Device Manager

Minimum Hardware Requirements

Ensure that your computer fulfill the following hardware requirements:

Dual core CPU (quadcore CPU is suggested)

2 GB RAM (4 GB is strongly recommended)

Display resolution 1366 x 768 or higher

250 MB free space on disk required byiDaq Device Manager

About 800 MB free space on disk required by National InstrumentsDAQmx drivers
Mouse or another pointing device

= =4 =4 —a - -

Minimum Software Requirements

Ensure that your computer fulfill the following software requirements:

I OS:Windows 7 or higher.

Installation

The installation of iDaq Dockis performed by iDaq Installer Wizard. Follow the relative User Guide
available athttps://idag -datalogger.com

(https://www.idaq -datalogger.com/_documents/iDaq%20Installer%20Wizard%20User%20Manual.pdf



https://idaq-datalogger.com/
https://www.idaq-datalogger.com/_documents/iDaq%20Installer%20Wizard%20User%20Manual.pdf

Getting Started With iDaq

iDaq is designed to allow an easy implementation and a good manageability of any of its parts. In
order to get the maximum of flexibility and to make it as dynamic and customizable as possible,
iDaq is based on amodule-based architecture structured on mainly two levels. It is divided in fact
into two programs: iDaq Device Managerand iDaq Dock.

iDaq Device Manager is the application that acquires data from hardware, like DAQmXx boards,
CompactDAQ, ModBus, Siemens S7 PLC, Ethernet IP devices.

iDaq Dock is a cortainer of addons. It allows you to launch addons and to arrange them in projects.
An addon is an application that processes, stores and visualizes signals and any other type of data
acquired with iDaq Device Manager.The following image is a schematic representation of iDaq
working principle.

@ ADDON

STANDALONE VERSION

\ )

\_\\.. -./'.

iDAQ

DEVICE MANAGER

4
&

EXTENSION

DRIVER

@

DEVICE /
INSTRUMENT

Figurel - iDaq general working
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The elements in the diagram arethree different kinds of modules:

1. Addons are installable functional utilities that allow you to monitor, save and process
acquired signals in many different ways. They are conceived to make iDaq able to combine
independent, interchangeable tools at any time.

Every Addon has two versions: astandalone version, that requires only iDaq Device
Manager to receive data, and an iDaq Dock version, that needs iDaq Dock to run.
Examples of iDag Addons areEasy Dataloggerand 3D Sensor Mapping.

T4SM provides you with a wide set of ready-to-use Addons, but you could also implement
your own Addons usingiDag-DT: for more information look at the Addons Tab chapterin
this manual.

2. Extensions are additional functionality for processing of data acquired by iDaq drivers.
Examples of iDaq extensions arevirtual channels and WPU (waveform processing units).

3. Drivers communicate with hardware (like DAQmx boards) and acquiredata from them.
They are distributed as iDagDriver files and must be installed in iDaq Device Manager.
Examples of iDaq Drivers areS7 Driver for iDag and Modbus Driver for iDag.

Introduction Of iDaq Device Manager

As previously introduced,iDaq Device Managethandles hardware by using theDrivers, i.e. a special
set of items created to acquire data from different data sources and process them in different
ways. Driversextend the number of device types supported byiDaq Device Manager Before getting
started with Devices tab interface the following subchapter will give you a quick theoretical
knowledge about these elements.

Components: Drivers and Extensions

COMPONENTS are modules that deal directly with signals and hardware : they are thought to
increase the number of possible devices with whichiDag Device Managercan interface. Their
primary purpose is to extend the capacity of acquiring, generating and elaborating signals ofDaq
Device Manageraccording to your needs. Moreover, the modulebased architecture ofiDaqg Device
Manager allows a continuous renewal of its potentialities, so that enables it to be always upto-date
and makes it very suitablefort j ohmf ! dvtupnfst! ! sfrvftut/!
components:
1. DRIVERSenable data acquisition from several different data sources and allow you to
connect a wide set of devices.
Drivers can also contain CAPABILITIESthat are components dedicated to performing
particular functions such as acquisition, generation and computation of different types of
signals.
2. EXTENSIONShat can be:
1 CHANNELSare components focused on the analysis of single types of signals and
enable you to take advantage of many different types of signal calibratia.
T WAVEFORM PROCESSING UNITSWPU) are components dedicated to the
elaboration of data extracted from signals.

Ui f sf!
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Running iDaq Device Manager

To runiDag Device Managerclick on the icon on the desktop or from Windows Start menu:

Start4 All programs4 TOOLS forSMART MIND$t iDag Device Manager

The first time iDaq Device Managemay take a little time to open as it automatically installs default
Components and ADDONSs and creates default folders to store recorded data, log files and ADD
ON data.

iDaq Device Manager Main Window

The iDaq Device Managemain window is represented in the image below. The numeral tags refer
to the following description.

& iDaq Device Manager 2018 Rel. 5.0.0.1837 - IP: 192.162.168.137 - User: andrea - O

Dev1 (SimulatedStaticSignals) Devicedf5 Deviced1 (MedBus)

Figure 2 - Main Window

1. Settings: Opens configuration settings palette.

2. Info: Opens information palette. Here you find user guide, assistantactivate license, view
log, open support request, current IP address, show iDaq Device Manager release.

3. Hide: hides iDag Device Manager in Windows tray

4. Exit: closes iDaq Device Manager.

5. Add New Device: Allows you to add a new device to theActive devices list Further details
about this procedure in the Adding Devices chapter.

6. Device SettingsBackup:Bmmp xt ! zpv!up!tbwf!uifldpogj hvsbujpot
can restore them later. Further details about this procedure in the Device Settings Backup.

© TOOLS for SMART MINDS 10 iDaqg Device Manager- User Manual



7. Restore Device Settings from file: Allows you to restore past configurations saved. Further
details about this procedure in the Device Settings Backup.
8. Active Devices list:iDag Device Marager can handle simultaneous data acquisitions from
up to eight data sources.
Each item of the list is marked by an icon and a respective status detector. A colored signal
shows the status of each device, according to the following pattern:
Green light: Device successfully configured
@ Red light: An error occurred during the device configuration or data acquisition. Click
on the detector to read the error description.

Clicking on a device icon to open the Device Editor. This includes the device configurgin
settings in addition to information like device name, model, description and online research
capabilities (a more accurate description in theEditing Devices chapter).

9. Client Connection notify icon : It appears if iDag has one or more client connectionThis
means that if you close iDaqg while the icon is visilbe, the connection will also be
interrupted.

m}
tol

Figure 3 - Client connection notification icon

Configuring Acquisition Devices

This section will guide you through the main operations of a device configuration.

Adding Devices

If you want to add a new device to the
active device list, click on the & button Q@ JoMs

| _ © >
in the lower part of the window and DAQ-mx Device Sync cDAQ Modules  Simulated Static Signals TDMS File
choose one of the available devices @ L~ @
among those of the Supported Device > @ D >
Types list, which is represented by the
following image.

BMP-JPG-PNG Camera Lite Smartphone Text File

The list of available devices depend
on the components installed on your
iDag Device Marager. Select one of
them to get a rapid description of it in
the lower part of the Add Device
window.

If you needadditional information, click Figure 4 - Add Devicewindow
button to open the dedicated
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manual: each manual includes detailed descriptions about how to set and exploit devices
capabilities.

Installing Drivers

To acquire data from a new device, selectthe Settings > Install a New Devicein the Devices tab
window to install the iDaq Device Managerdrivers needed.

A file explorer window will appear. Slect the drivers .zip file that you should have downloaded
before. Once selectedjDaq Device Managemwill install the device and you will beable to start data
acquisition.

Editing Devices

Open the Device tab of iDaq Device Managerand click on the icon of a device to open its Device
editor window. The following image represents a sampleone.

ModB
Device01

Model: ModBus

Figure5 - Device editorwindow

© TOOLS for SMART MINDS 12 iDaqg Device Manager- User Manual



Note that this window changes according to the selected device model: clickon the Info button in
the Device editor window or refer to the specific manuals at http://www.idaq -
datalogger.com/documentation_tutorial.php for a detailed explanation.

The elements contained in this window are:

1. Device Icon:This icon can also be changed. To see how, look at theTools chapter.

2. Device nameand model.

3. Device capabilitieslist: Is the set of capabilities with which your device is provided.When
selected, each of them opens an additional setting windowspecific to that capability. Refer
to the specific manual for further information. If the capability button is disabled and
grayed out, it means that the capability does not require any setting.

Channelssettings: Opens a windowlisting the available channels for the current device.
Device description:You can entera personal description of the device.

Reboot Settings:Settings of automatic reboot.

Advanced Settings: It opens advanced settings of the device in use.

Add optional capability: Allows you to add or remove the capabilities of the device in use
Re-Init device function: Allows you to force device re-initialization after closing of the Device
editor window.

10. Info button: If you needInfo, click on it to open the dedicated manual.

© 0o No ok

Click on the & button to save the new device configuration and close the window.

Tools

Every device in theDevices listis provided with additional functions. The menu including these
functions appears by right-clicking on a device icon. The following image represents the menu
containing the device editing functions.

Dev1 (SimulatedStaticSignals)

Figure 6 - Device editing functions
The utilities enlisted inthis menu are:

1. Change Icon iDag Device Managerprovides you with a range of icons to distinguish
different devices. Select one and this will automatically apply over theicon of the selected
device.

13
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2. Device Documentation: It includes a box of tools regarding device additional
documentation, such as its pinout and any extra documents you would like to attach.
Further information is provided in the Device Documentation subchepter, to be found
included in this chapter.

3. DeviceRemoval: If you want to remove the device from the Active device list

When an error occursduring the device configuration, a new function replaces th button, as
shown in the following image:

65464 (SCXIChassis)

Figure 7 - Device Relnit function

4. Rednit button: If the device configuration fails, the Re-Initialization function re-starts the
process. In the event of a second failure an Error Message windowwill appear, so as to
illustrate the error source.

Device Documentation
Select Device Tabh Rightclick on device icond button to open the Documentation tools
window, represented inthe following image.

Figure 8 - Documentation Tools window

The included tools are:

1. Pinout button: Opens the pinoutdocument (if available) related to the selected device.

2. Add Documents button: Allows you to attach anyfile, so as toenable a quick access to the
device technical specifications. You can name eachdocument. When one or multiple files
are attached, a list of their shortcuts appears in the Documentation Tools whdow, as
shown in the image.

© TOOLS for SMART MINDS 14 iDaqg Device Manager- User Manual



Manage documentation of
device cDAQ1Mod1

e

VAl

User Manual

Technical Specifications

cDAQ_Scheme

Figure 9 - Documentation tool window with the document list

This list can include up to 8 items. Right-clicking on any of them to remove it from the list.
3. Delete All buttont Allows you to remove all the elements of the list at once.
4. Ok button: Allows you to save the document list and close theDocumentation tool window.

Checking Device Statusat Start-Up

Every timeiDaq Device Managerstarts, it automatically restores the set of active devices. During
this operation, iDaq Device Managermruns a checking procedure.

If any one of them is disconnectedor not properly configured,iDaq Device Managershows an error
that notifies the issue. The following image represnts a sample error message

Device Dev2 (USB-4431) has not been detected.
Please, check wire connection or use NI MAX to verify
hardware settings.

Figure 10 - d2evice not detectedJ! f ssps! x| oep x liDaq Devide Managep uj o h!

Click on& button when you believe that any possible error source might have been fixed to let
iDaq Device Managermre-run the device configuration process.

Otherwise, click onkd button to let iDag Device Manageropen regardless of the connection error.
In this case, the fdlowing window appears to make sure you want to abort the checking process.

Do you want to cancel loading of Dev2?

Figurell-dzBcpsu! Ef wj df! MpbejohL)Inftthbhf

15



click on & button to confirm. A dialogue box askingif the deviceis to be removed from the Active
Devices listwill appear.

Do you want to remove Dev? from the list of active devices?

Figure 12 - "Remove missing device from active device list" message

Click on button to remove it from the list of active devices Click on button to abort the
checking process without removing the device from thelist of active devices

© TOOLS for SMART MINDS 16 iDaq Device Manager- User Manual



Device Configurations Backup

Device Configuration Backupallows you to save and loadiDaq Device Managerconfigurations.

This function is especially useful when you frequently change the configuration of the devices in
use. Device Configuration Backupallows you to save different configurations (selected devices,
single devices settings andiDaq Device Managergeneral settings) and re-load them afterward.

Creating Device Configuration Backup

. . . . . 3
To save the current configuration click onCreate a Backup of Device Settings .

The following window will be displayed:

Where do you want to backup your devices?

T4sM Cloud  Local Disk X

Figure 13 - "Choose Backup location" message
Selectthe position of the backup. You can choose T4SM Cloud or Local Disk.

If the procedure is successful, a confirmation message will be displayed.

Restoring Device Configuration Backup

To restore a configuration, click on Restore Device Settings from File .

The following window will be displayed:

Do you want to restore devices from T4ASM Cloud?

T4SM Cloud  Local Disk = X

Figure 14 - "Choose location of file of device settings to restore” message

Selectthe position of the backup. You can choose T4SM Clouddr Local Disk, then choose the file.

If the procedure is successful, a confirmation message will be displayed.

17



Settings

The Settings button opens the following palette:

Figure 15 - Settings Palette

Use the numeral tags to refer to the description of the elements following it.

1. iDaq Settings: Allows you to customize general aspects regarding iDaq.

Network Settings: Allows you to open network communications and to define connection
credentials.

Lock iDaq with Password.

User Login and Logout.

Install a New Device Driver or iDaq Component

List of Installed Devices and Extensions.

n

o0k w

iDaqg Settings

Select Settings4 iDaq Settings to open iDag Settings window.

iDaq Settings window groups settings that regard iDaq general configuration. This window is
represented by next image: usethe numeral tags to refer to the description of the elements
following it.

Device Folder* AiDaq\deviceCFG .
Notify updates* .
Show Assistant at startup*
Clear password at startup*
Hide at startup*

Save log*

. Log folder* C:\iDaq\Iog

’ Server name* |ibDaq

. Server description* jpaq

Supported acquisition devices:
Simultaneus devic ‘

*Changes to marked options will take effect the next time you start

Figure 16 - GeneralSettings window

© TOOLS for SMART MINDS 18 iDaqg Device Manager- User Manual



This window provides you with:

10.
11.

Device Folders Specifies the folder path where device configuration files are stored.
Notify updates: If checked, it sends you a reminder when new downloadable iDaq Dock
versions and updates are available.

Show assistant at startup If checked, iDaqg Assistant will be displayed at startup.

Clear Password at startup:If unchecked, iDaq Dock will be locked when it starts if a
password has been set earlier. If checkediDag Dockwill not be locked when it starts even
if a password has been set earlier.

Hide at startup:If checked, at every startupiDaq Dockstays minimized in the toolbar and
runs in the background.

Save log:If checked, iDaq Dock savs all the events occurred since its startup in theLog
window. Refer to theLog Window chapter for further details.

Log folder: The folder indicated is where the events recorded inog window are saved.
Server Name is the name of the iDaqg instance that allows its identification. Itis used only
by those with more than one iDaq installation.

Server Descriptionis a description to identify the server in use.

Supported acquisition devicesindicates the acquisition device types supported by iDag.
Simultaneous devices Indicates the maximum number of active devices supported by
iDag.
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Network Settings

In this window, all of the details regarding network communication, data distribution and PC
connection with other clients are grouped.

iDaq Device Managetincludes the most advanced technologies for data distribution, to allow users
to work with signals, regardless of the physical location of the measurement systems. Thanls to
this feature, iDaq Device Managerallows multiple users to access to the same measuring device
for different purposes. Several different tests and measurements can be performedusing the same
acquisition device. iDaq Device Managerclients can remotely connect to aniDaq Device Manager
server and access to all its connected devices: in other words, every acquisition device is accessible
over the net from otheriDaq Device Managemodes.

To enable data distribution feature, enableAllow Remote Clients to connectcheckbox (point 1 in

the Option window, analyzed in the next subchapte). This feature allows several users to work on
the same data simultaneously from different workspaces, using your PC as a data dispenser: the
following diagram explains data distribution functioning.

PC 2

| Computer 1 | a PC 3 '
Data
‘d Allow Remote >
Clients to connecti
' ' \ . PC4

Figure 17 - Data distribution functioning diagram

This proves to be particularly useful in case PC 2, PC 3 or PC do not support the amount of data
coming directly by the NI device.iDaq has overcome the impasse Computer 1 in the diagram
acquires data and distributes them to the ather PCs,saving your time without slowing down CPUs.
This also means that different tests and measurements can be performed using the same
acquisition hardware, no needof an hardware for each working station.

Thanks to this feature, iDaq allows different tests and measurements to be performed
simultaneously using the same acquisition hardware.

© TOOLS for SMART MINDS 20 iDag Device Manager- User Manual



Network Settings

Select Settings4 Network Settings to open Network settings window.

The Network options window groups settings that regard iDaq Device Manager general
configuration. This window is represented bythe next image: usethe numeral tags to refer to the
description of the elements following it.

Allow Remote Clients to send messages

Allow Remote Clients to set Digital Qutput

Allow Remote Clients to set Analog Output

GPS coordinate resolution (meters)*

Allow Remote Clients to connect

Edit Default Credentials for ADD-ONs {8

Edit Server Credentials %‘

Edit Services Credentials %'

Log Digital Qutput Activity

Log Analog Qutput Activity

Publish GPS location*

« JNONONKN
00000000

*Changes to marked options will take effect the next time you start iDag.

Figure 18 - Network Settings window

Network Settings window includes:

1.

Allow Remote Clients to connectEnables data distribution and therefore enables remote
clients to connect with your iDaq Device Manager

Allow Remote Clients to send messagesWhen selected, it allows remote clients to send
messages to the devices supporting message data.

Allow Remote Clients to set Digital OutputEnables remote clients to change the settings
regarding Digital Output signals. If it is disabled, Digital Output can be set only biDaq
Device Managerserver.

Log Digital Output Activity:Records any Digital Output Ativity and its source in the Log
Window.

Allow Remote Clients to set Analog OutpuEnables remote clients to change the settings
regarding Analog Output signals. If disabled, theAnalog Output can be set only byiDaq
Device Manager server.

Log Analog Output ActivityRecords any Analog Output Activity in theLog Window

Publish GPS locationEnables remote clients to receive the GPS location published biDaq
Device Managerserver.

GPS coordinate resolutionShows the minimum distance required to keep remote clients
up-to-date on the GPS coordinates.

Edit ADD-ONs default credentials: Contains the default credentials used to communicate
with an iDaq Device Managerserver.

The following window represents the Editor opened byu button:

21



10.

11.

Server address localhost

Server port 9000

Server password e

Figure 19 - Default Connection parameters editor

More information about how to fill in these fields is provided both in Factory Settings
chapter in this manual.

Edit server credentialsAre the credentials of the server in use. It is necessary to know these
credentials in order to establish a connection with the server in useThe following window

represents the Editor opened byg button:

Server port 8000

Server password e

Figure 20 - Server in use credentials editor

More information about how to fill in these fields are provided in the Factory settings
chapter in this manual.

Edit services credentialsAre the credentiak used for auxiliary services.
The following window represents the Editor opened by the Edit server credentials button:

Server port 8900

Server password e

Figure 21 - Services credentials editor

More information about how to fill in these fields is provided in the Factory Settings chapter
in this manual.

click on button to save the changes and restart iDaq Device Managerto apply them.
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Factory Settings

To acquire data from a data source physically connected to your computer andwork on your own
data without using the remotely distributed data, the General credentials editors must be

configured as follows:

1. Enable remote connections = False
2. Edit default credentials: edits the Client credentials needed to establish the data

communication. The factory settings for it are:
1 Server address= localhost

9 Server port=9000

1 Server password=iDaq Device Manager

Server address localhost

Server port 9000

Server password e

Figure 22 Client connection parameters editor

3. Edit server credentials:edits the credentials of the server you are connecting to.
1 Server port= 9000
I Server password=iDaq Device Manager

Server port 9000

Server password e

Figure 23 Server connection parameters editor

4. Default service credentials:to distribute different data types such as GPS coordinates.

9 Server port=8999
1 Server password=iDaq Device Manager

Server port 8900

Server password e

Figure 24 - Other services connection parameters editor
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Protection

iDaq Device Managerallows you to always protect your work, even during the working session.
iDaq Device Managerkeeps your work safe when you leaveyour computer unattended and makes
sure that the signal acquisition proceeds smoothly.

Locking iDaq Device Manager

Select Settings tab4 B button to lock iDag Device Manager The following image representsiDaq
Device ManagerLocking window:

Type a password to Lock iDaq

Figure 25 - Locking window

Insert the secret code andclick on the & button that appears afteriDag Device Managemreceives
your input. Once it is locked, it isno longer possibleto perform any change or operation.

WheniDag Device Manageris locked, the main window is replaced with thea button. Click on it
and insert the secret code to unlockiDaq Device Manager

User Login and Logout
Here you can log in with your account to have the T4SM Cloud space availabld.ogged users

take advantage of Cloud services. Use your account to extend iDaq functionalities and speed up
configuration and logging tasks.
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Install a New Device Driver or iDag Component

SelectSettings4 Install a New Device Driver or iDaq Componern to Install a New Device Driver
or iDag Component Browse through FileExplorer and select a *.iDagDriver or *.iDagExtension file.
If the installation process does not complete successfully, an error messagewill appear.

List of Installed Devices and Extensions

Select Settings tab4 B button to open Devicesettings window.

Device settings window groups settings that regard components installation. This window is
represented by next image: usethe numeral tags to refer to the description of the elements
following it.

[ nstalled Components* Version  |File

#- Product Types
Capabilities
Waveform Processing Units
Channels

Digital Lines
- Vfirtual Channel Aggregate

*Changes to marked options will take effect the next time you start iDag.

Figure 26 - Installed Componentswindow

This window provides you with:
1. Listof installed components.
2. Install button: It allows you to select a *.zip file and install it. At the end, thetist of installed
components will be updated with the new installed components. If the installation process
does not complete successfully, an errormessage will appear.
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3. Remove button: Removes a selected component. To uninstall a selected component click
on the [ icon, the window box pictured below will appear. Click on thd icon to confirm.

Do you want to remove Cameralite?

4. Search online button:If you want more components, this button opens the iDaq Device
Managerx f c! gbhf -! xi fsflzpv!dbo! mppl!gps!npsfl!ldpngpo
find the component you need, ask T4SM for a customized one: http://idaq -
datalogger.com/support.php

Click on button to save the settings and go back toSettings button.
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Info Palette

Info button includes all the featuresintended to help you during your experience withiDaq Device
Manager, therefore contains several quick references to guides, manuals, contacts, info and
additional features purchasing. See the following image.

Figure 27 - Info Palette

Use the numeral tags to refer to the description of the elements following it.

User Manual User Guide
iDaqg Assistant.

Activate your Licenses.
Log Window.

Open a Support Request
Current IP Address.
Show iDaq Release

No g~ wDNRE

iDaqg Assistant

iDaq Device Managerassistant is a useful quick guide that leads you throughiDaq Device Manager

usage with simple step-by-step explanations. Select Info tab4 E button to open the Assistant
window.

Assistant gets you started with the main operations you can performon iDaq Device Manager click

on the oneyou are interestedin and you will get to the guided explanation of the procedure.

Q
Remember that in case of particular issues you can also contact us throughinfo tab4 . button.
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License Activation

Select Info Button4

@ Online Activation

Package
+ Lilium
+ iDag 2016

button to open the Online activationwindow.

@ 3D Sensor Mapping
+ Easy Datalogger

+ Oscilloscope

@ Signals On The Web

« Strip Chart
+ XY Chart
+ EasyPin

@ Fabbrica Intelligente 4.0 Pro

@ 57 TCP/IP Connector

@ iDaq 201

iDaq Device Manager 2018 |
Generic PC Based Device Driver for 1.6.2.26

Modbus
OPC-UA

LabVIEW Virtual Channel for iDaq [1.00.46

|Release |
1.0.0.159
|4001632
|420132
|s6.1.632
|43.0188
|5.4.0146
|5.0.0.708
|4.0.0.686
|20

:041’01;‘2018 Evaluation expired
1 23/02/2018 | Eva luation expired

5.0.0.1837

|1.00.79
1.0.019

®

Expiration | State i Edit Authorization Code
never Activated o
never | Activated Edit User Info
19/08/2017 | Evaluation expired e Help |
never Activated
never [Activated o Save Activation Request
15/08/2017 Evaluation expired o Import Activation File
never |Activated

| never | Activated
never Activated

26/05/2018 | Evaluation expired
2 120 aluation

04/07/2018 Eva luation

04/07/2018 | Evaluation -"’“‘)
| 04/07/2018 | Evaluation TAS\//I
| 04/07/2018 | Evaluation -
1 04/07/2018 | Evaluation

Figure 28 - Online Activation window

1. Packages table Contains a list of the installed packages and their respective information,
like number release date of expiration and state. The possible statuses of activation are
enlisted in the following table:

Symbol | State Description
. Package used for an evaluation period.
< Evaluation . .
Fygqj sbujpo!efqgfoet! po!q
Package correctly activated and usable until the
% Activated definite date of expiration. If no date is defined,
expiration columnj oej dbuf t ! dzof wf
X Activated/Expired | Package activated but already expired.
Evaluation period expired. Activate the package to
(7)) Evaluation expired . . P P P g
use it again.

2. Edit Authorization codeand User info: Allows you to insert a new authorization code or

change your personal
successfully).

information (which are needed to activate the package

3. Info button: OpensiDaq Device Managemwebsite and gives you a complete onlineguide on
how to activate your packages.

4. Save activation requestAllows you to saveas the data inserted as a file.

5. Import activation file: Allows you to reload the activation data saved previously. Especially
useful if the internet connection is not available. Contact our support service for the offline
license activation.
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After having inserted the activation code, select the product to activate and click orActivate button.
Notice the license activation requires aninternet connection.

Log Window

The Log window gives you a chronology of all the eventsiDaq Device Managerkeeps track since
has been started. The Log window shows events grouped in different sources:

1 System: events related toiDag Device Managemain functionality.
1 Project: events related to user action on projects such open, edit and close.
1 Data acquisition: events related to acquisition device such configuation changes.

LOG

Select Info Button4 button to open Log window.

Figure 29 - Log window example.

Log window shows a list of events logged byiDaq Device Manager When an event is highlighted,
its complete message is displayed at the right side, as indicated irthe figure above.

Click on & button to close Log window and return to the Info button.
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